# Všeobecné zásady ochrany osobných údajov

**v pôsobnosti Slovenského Leonberger Klubu**

**§ 1**

**Všeobecné ustanovenia**

1. Tieto Pravidlá a všeobecné zásady ochrany osobných údajov Slovenského Leonberger Klubu (ďalej len ako: **„Pravidlá“**), sú záväzným základom právne vyhovujúcej a udržateľnej ochrany osobných údajov v Slovenskom Leonberger Klube (ďalej aj ako: **„Klub“**).
2. Účelom týchto Pravidiel je zabezpečiť a chrániť osobné práva dotknutých osôb.
3. Pravidlá musia byť vždy prístupné všetkým členom  Klubu.
4. Požiadavky a zákazy tejto klubovej politiky sa vzťahujú na akékoľvek spracovanie osobných údajov bez ohľadu na to, či sú poskytované v elektronickej alebo papierovej podobe. Zahŕňajú aj všetky typy dotknutých strán v rozsahu svojej pôsobnosti.

# § 2

# Definície

1. Osobné údaje sú všetky informácie týkajúce sa identifikovanej a identifikovateľnej fyzickej osoby (ďalej len “**dotknutá osoba**”). Identifikovateľná osoba je fyzická osoba, ktorá môže byť identifikovaná priamo alebo nepriamo, najmä s odkazom na identifikátor, ako je meno, identifikačné číslo, údaje o polohe, on-line identifikátor alebo jedna alebo viac špecifických charakteristík, ako vyjadrenie fyzickej, fyziologickej, genetickej, psychologickej, ekonomickej, kultúrnej alebo sociálnej identity tejto fyzickej osoby.
2. Osobitnými kategóriami osobných údajov sú informácie o rasovom a etnickom pôvode, politických názoroch, náboženských alebo filozofických presvedčeniach alebo členstve v odborových organizáciách, ako aj spracovanie genetických údajov, biometrické údaje na jednoznačnú identifikáciu fyzickej osoby, údaje týkajúce sa zdravia alebo údaje týkajúce sa sexuálneho života alebo sexuálnej orientácie fyzickej osoby.
3. Na účely nariadenia Európskeho parlamentu a Rady (EÚ) 2016/679 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES (ďalej len „**GDPR**“) znamená „spracovanie“ akékoľvek operácie vykonávané automatizovanými postupmi alebo bez nich a akoukoľvek takouto operáciou zahŕňajúcou osobné údaje, ako napr. zber, získavanie, výber, organizácia, organizovanie, ukladanie, skladovanie, prispôsobenie alebo zmena, vyhľadávanie, získanie, zbierka, používanie, zverejňovanie prostredníctvom prenosu, šírenia alebo akejkoľvek inej formy poskytovania, porovnania, prepojenia, obmedzenia, vymazania alebo vyradenia, akúkoľvek inú formu komunikácie, šírenia či inej formy poskytovania.
4. Anonymné údaje nie sú zahrnuté v úprave GDPR. To znamená, že informácie, ktoré sa netýkajú identifikovanej alebo identifikovateľnej fyzickej osoby alebo osobných údajov, ktoré boli anonymizované takým spôsobom, že príslušnú osobu nie je možné identifikovať alebo už nemôže byť identifikovaná. Nariadenie sa preto netýka spracovania takýchto anonymných údajov vrátane štatistických alebo výskumných úloh.
5. Na účely ustanovenia GDPR sa pojmom “pseudonymizácia” rozumie spracovanie osobných údajov takým spôsobom, že osobné údaje už nemožno pripísať konkrétnemu subjektu údajov bez použitia dodatočných informácií, za predpokladu, že takéto dodatočné informácie sú vedené oddelene a podliehajú technickým a organizačným opatreniam, ktoré zabezpečujú, že osobné údaje nie sú priradené identifikovanej alebo identifikovateľnej fyzickej osobe.

1. "Prevádzkovateľ" je občianske združenie: Slovenský Leonberger Klub, ktoré zahŕňa všetky organizačné časti, ktoré sami zhromažďujú, spracúvajú alebo používajú osobné údaje pre ich účel alebo ich môžu vykonávať iní v ich mene. Ktokoľvek má byť v konkrétnom prípade považovaný za zodpovedného, ​​závisí od toho, kto rozhoduje o účeloch a prostriedkoch spracovania osobných údajov.
2. “Tretia strana” je fyzická alebo právnická osoba, autorita, orgán alebo ďalší orgán, iná ako dotknutá osoba prevádzkovateľ, spracovateľ a osoby oprávnené na spracovanie osobných údajov pod priamou zodpovednosťou prevádzkovateľa alebo spracovateľa.

**§ 3**

# Organizácia ochrany osobných údajov

1. Klub určil osobu oprávnenú na zbieranie a spracovanie osobných údajov, ktorá zodpovedá v súlade s ustanoveniami GDPR a zákonom č. 18/2018 Z. z. o ochrane osobných údajov a o zmene a doplnení niektorých zákonov (ďalej len „**Zákon**“) za zákonnosť spracúvania a archivovania. Touto určenou osobou je fyzická osoba zastávajúca funkciu: „**Tajomníka**“ v Klube.
2. Tajomník Klubu monitoruje a zabezpečuje dodržiavanie právnych požiadaviek a usmernení. Tajomník Klubu upozorňuje manažment Klubu na možné problémy s ochranou osobných údajov, zodpovedá za komunikáciu s dotknutými osobami a dozornými orgánmi a pravidelne podáva vedeniu Klubu správy o implementácii ochrany osobných údajov v Klube. Vybrané procesy sú Tajomníkom Klubu kontrolované náhodne a v intervaloch vhodných na dodržanie ochrany osobných údajov.
3. Tajomník Klubu plní svoje povinnosti bez pokynov a s využitím svojich odborných znalostí. Problémy a nedostatky oznamuje priamo Predsedovi Klubu, pokiaľ Pravidlá pre osobitný prípad neuvádzajú inak.
4. Klub a jeho členovia sú zaviazaní pomáhať Tajomníkovi Klubu pri výkone jeho povinností.

  Tajomník Klubu je viazaný rešpektovať diskrétnosť a dôvernosť pri plnení svojich povinností.

1. Tajomník Klubu by sa mal podieľať najmä na týchto prípadoch podliehajúcich oznamovacej povinnosti:
* Sťažnosti od dotknutých osôb
* Zavedenie nového systému /nástrojov/postupov
* Nasadenie nového poskytovateľa služieb
* Reklamné opatrenia (napríklad zasielanie newslettrov)
* Online marketingové opatrenia (Google AdWords, sledovanie konverzií, atď.)
* Zánik s právnym nástupcom Klubu.

# § 4

# Zaobchádzanie s osobnými údajmi

1. Zhromažďovanie, spracovanie alebo používanie osobných údajov je vo všeobecnosti zakázané, pokiaľ právna úprava vyslovene nepovoľuje spracovanie osobných údajov:
* V prípade existujúceho zmluvného vzťahu s príslušnou stranou.
* V priebehu začatia alebo realizácie zmluvy s príslušnou zmluvnou stranou.
* Ak daná osoba súhlasila, v rozsahu v akom udelila súhlas.
* Ak si osobitné právne predpisy mimo rámca GDPR vyžadujú spracovanie.
* Ak sú k dispozícii ďalšie povolenia GDPR.
1. Osobné údaje sa spracúvajú na vopred definovaný účel a preto sa používajú alebo prenášajú iba v rozsahu, ktorý je zlučiteľný s pôvodne špecifikovaným účelom. Ukladanie údajov bez akéhokoľvek účelu, ako je uchovávanie údajov, nie je povolené.
2. Osobné údaje musia byť správne a v prípade potreby aj aktualizované. Rozsah spracovania údajov by mal byť potrebný a relevantný pre zamýšľaný účel. Manažment Klubu sa musí postarať o implementáciu vytvorením vhodných postupov. Podobne musia byť databázy pravidelne kontrolované z hľadiska ich správnosti, nevyhnutnosti a včasnosti.
3. Pokiaľ je to možné, treba zabrániť manipulácii s osobnými údajmi. V prípade potreby manipulácie je lepšie pseudonymné alebo anonymné spracovanie údajov. Napríklad nemusí byť potrebné poznať a používať celé meno dotknutej osoby v prípade štatistickej analýzy údajov. Tieto informácie možno skôr nahradiť náhodnou hodnotou, ktorá môže tiež zaručiť diferenciáciu základných informácií.

**§ 5**

# Osobitná kategória osobných údajov

1. V zásade možno osobitnú kategóriu osobných údajov v zmysle čl. 9 (1) GDPR zhromažďovať, spracúvať alebo používať so súhlasom dotknutej osoby alebo výnimočne na základe výslovného legálneho povolenia. Okrem toho je potrebné prijať ďalšie technické a organizačné opatrenia (napríklad šifrovanie počas prepravy, prideľovanie minimálnych práv) na ochranu osobitnej kategórie osobných údajov.

**§ 6**

# Prenos údajov

1. Prevod osobných údajov z EÚ alebo občana EÚ do tretích krajín je povolený iba na základe výslovného právneho povolenia, súhlasu príslušnej strany alebo dotknute osoby.
2. Ak sa príjemca osobných údajov z EÚ alebo občana EÚ nachádza mimo Európskej únie alebo Európskeho hospodárskeho priestoru, osobitné opatrenia v súlade s čl. 45 alebo čl. 49 GDPR sú povinné chrániť práva a záujmy dotknutých osôb. Od prenosu údajov sa upustí, ak prijímajúci subjekt nemá primeranú úroveň ochrany údajov alebo sa nedá stanoviť napríklad prostredníctvom osobitných zmluvných doložiek.

**§ 7**

# Externí poskytovatelia služieb

1. Ak majú, resp. majú mať externí poskytovatelia služieb prístup k osobným údajom, Tajomník Klubu je vopred informovaný a zapojený do procesu.
2. Poskytovatelia služieb, v zmysle vyššie uvedeného, s možným prístupom k osobným údajom musia byť starostlivo vybraní pred zadaním objednávky.
3. Výber by mal byť zdokumentovaný a zohľadňujú sa tieto aspekty:
* Profesionálna vhodnosť dodávateľa na konkrétnu manipuláciu s údajmi,
* Technické a organizačné bezpečnostné opatrenia,
* Skúsenosti dodávateľa na trhu, ďalšie aspekty, ktoré poukazujú na spoľahlivosť poskytovateľa (dokumentácia o ochrane údajov, ochota spolupracovať, doba odozvy atď.).
1. Ak má poskytovateľ služby zhromažďovať, spracovávať alebo používať osobné údaje v mene poskytovateľa služieb, musí sa uzatvoriť osobitná zmluva. Upravia sa v nej aspekty ochrany údajov.
2. Poskytovateľ služby sa pravidelne kontroluje s ohľadom na technické a organizačné opatrenia dohodnuté v zmluve. Výsledok musí byť zdokumentovaný.

**§ 8**

# Únik dát, ekonomika dát, ochrana súkromia podľa štandardu

1. Zaobchádzanie s osobnými údajmi musí byť zamerané na cieľ zhromažďovať, spracúvať alebo používať čo najmenej údajov od dotknutej osoby. Pokiaľ to je možné, osobné údaje sa po zamýšľanom použití musia stať najmä anonymnými alebo pseudonymnými.
2. To isté platí s príslušnými zmenami pre výber a návrh systémov spracovania údajov. V takomto prípade, je potrebné konzultovať s Tajomníkom Klubu. Ochrana údajov musí byť od začiatku začlenená do špecifikácií a architektúry systémov spracovania údajov s cieľom uľahčiť dodržiavanie zásad ochrany súkromia a údajov ("ochrana súkromia už od návrhu").
3. Prevádzkovateľ príjme vhodné technické a organizačné opatrenia, aby zabezpečil, že v zásade budú spracované iba osobné údaje, ktorých spracovanie je potrebné na konkrétny účel spracovania. Táto povinnosť sa vzťahuje na množstvo zhromaždených osobných údajov, rozsah ich spracovania, obdobie ich uchovávania a prístupnosť k nim. Takéto opatrenia musia najmä zabezpečiť, aby osobné údaje neboli sprístupnené neurčitému počtu fyzických osôb prostredníctvom predvolených nastavení bez zásahu osoby („ochrana súkromia podľa štandardu“).

**§ 9**

# Práva dotknutých osôb

1. Dotknuté osoby majú právo byť informované o svojich osobných údajoch spracúvaných Prevádzkovateľom.
2. Pri spracovávaní žiadostí sa overí totožnosť dotknutej osoby. Na tento účel sa musí vyžiadať kópia preukazu totožnosti žiadateľa s uvedením mena, adresy a dátumu narodenia žiadateľa. Povolené sú iba kópie papierových identifikačných kariet, skenovanie nie je povolené. Kópia preukazu totožnosti musí byť zničená ihneď po zverejnení v súlade s predpismi o ochrane osobných údajov a v súlade s vnútornými smernicami organizácie.
3. Informácie sa poskytujú písomne ​​a okrem osobných údajov zahŕňajú aj príjemcov údajov a účel uchovávania.
4. Tajomník klubu poskytne poradenstvo pri spracovaní žiadostí o informácie.
5. Dotknuté osoby majú právo na opravu svojich osobných údajov, ak sa ukážu ako nepresné.
6. K výmazu osobných údajov dôjde na základe týchto podmienok:
* Uchovávanie takýchto osobných údajov je v rozpore s čl. 6 GDPR a je preto neprípustné alebo
* nemožno preukázať správnosť osobitnej kategórie osobných údajov v zmysle čl. 9 (1) GDPR
* znalosť údajov už nie je potrebná na splnenie účelu skladovania, alebo
* osoba odvolá súhlas so spracovaním osobných údajov.
1. V prípade, že subjekt údajov odmieta spracovanie alebo využívanie jeho údajov na reklamné účely, ďalšie spracovanie alebo použitie na tieto účely je neprípustné.
2. Čl. 20 GDPR umožňuje dotknutým osobám previesť svoje osobné údaje z jedného prevádzkovateľa na druhého (prenos údajov). Dotknutá osoba môže od Prevádzkovateľa požadovať, aby získala svoje osobné údaje v spoločnom a strojom čitateľnom formáte (kópia). V súčasnosti štruktúrované, bežné a strojovo čitateľné formáty sú napríklad databázové formáty XML, CSV súbor, SQLite a rôzne iné databázové formáty. Právo prenosu údajov zostáva nedotknuté právom na vymazanie (čl. 17 GDPR). Po prijatí žiadosti o prenos údajov musí byť kontaktovaný Tajomník Klubu.
3. Prevádzkovateľ poskytne dotknutej osobe širokú škálu informácií v čase zberu osobných údajov. Musia byť uvedené v presnej, transparentnej, zrozumiteľnej a ľahko prístupnej forme. Môžu byť zaslané dotknutej osobe písomne ​​alebo elektronicky.

# § 10

# Žiadosti tretích strán o informácie o dotknutých osobách

1. Ak príslušný orgán požiada o informácie o dotknutých osobách, napr. členovia klubu, zverejnenie informácií je povolené len vtedy, ak informujúci orgán môže v tejto záležitosti uviesť legitímny záujem a príslušná právna norma musí určovať informácie, ako aj totožnosť žiadateľa alebo žiadajúca strana je jednoznačná. Prevádzkovateľ sa pred poskytnutím údajov poradí s cieľom posúdiť, či je tento úkon povolený v zmysle príslušnej právnej úpravy.

**§ 11**

# Správa o postupe, spracovanie zoznamu a hodnotenie vplyvu osobných údajov

1. Pred zavedením postupu zahŕňajúceho zaobchádzanie s osobnými údajmi musia byť technicky zodpovednou osobou Tajomníkovi Klubu poskytnuté všetky informácie potrebné pre vypracovanie tohto postupu.
2. Podľa čl. 30 GDPR je Prevádzkovateľ povinný viesť evidenciu spracovateľských činností. Táto evidencia obsahuje základné informácie týkajúce sa činností spracovania údajov, najmä informácie o účeloch spracovania a opis kategórií osobných údajov, dotknuté osoby a príjemcov. Pretože prehľad všetkých procesov spracovania údajov v dokumente sa rýchlo stáva nejasným, v praxi adresár zvyčajne pozostáva z mnohých rôznych podadresárov. Týmto spôsobom by sa mal vytvoriť samostatný zoznam činností spracovania pre každý nástroj alebo systém (napr. časový záznamový systém, CRM systém, žiadateľský nástroj, nástroj riadenia ľudských zdrojov atď.).
3. V niektorých prípadoch sú spoločnosti povinné vykonať posúdenie vplyvu na ochranu údajov v súlade s čl. 35 GDPR. Tieto sa vykonávajú, ak je pravdepodobné, že určitá forma spracovania bude predstavovať vysoké riziko pre osobné údaje, najmä v prípade nových technológií alebo z dôvodu ich povahy, rozsahu, kontextu alebo účelu.

**§ 12**

# Reklama

1. Reklamná adresa dotknutých osôb poštou, telefónom, faxom alebo e-mailom je v zásade prípustná len vtedy, ak dotknutá osoba predtým súhlasila s použitím svojich údajov na reklamné účely.
2. Výnimky sú povolené len vtedy, ak existuje licenčný štandard.

# § 13

# Školenie

1. Členovia Klubu, ktorí majú trvalý alebo pravidelný prístup k osobným údajom, zhromažďujú takéto údaje alebo vyvíjajú systémy na spracovanie takýchto údajov, musia byť primerane vyškolení v súlade s príslušnými predpismi o ochrane osobných údajov.
2. Každá dotknutá osoba má právo sťažovať sa na spracovanie svojich osobných údajov, ak má pocit, že jeho práva boli porušené. Členovia Klubu môžu kedykoľvek hlásiť porušenie tejto Klubovej politiky, a to predsedovi Klubu.

**§ 14**

**Interné vyšetrovanie**

1. Opatrenia na objasnenie skutočností a na prevenciu alebo odhaľovanie trestných činov sa vykonávajú v prísnom súlade s príslušnými predpismi o ochrane osobných údajov. Najmä údaje zhromaždené a použité v tejto súvislosti musia byť nevyhnutné, vhodné a primerané záujmom dotknutých osôb, ktoré sa majú chrániť, aby sa dosiahol účel vyšetrovania.
2. Dotknutá osoba je čo najskôr informovaná o opatreniach prijatých v súvislosti s ňou.
3. Vo všetkých formách vnútorného vyšetrovania sa Tajomník Klubu zúčastňuje vopred, pokiaľ ide o výber a návrh opatrení.

**§ 15**

# Dostupnosť, dôvernosť a integrita údajov

1. V závislosti od typu údajov a potreby ich ochrany sa pre každý postup vykoná zdokumentované posúdenie potreby ochrany a analýzy rizík. Platí to najmä pre osobitné kategórie osobných údajov.
2. Prístup k osobným údajom sa poskytuje len tým osobám, ktoré sa pri výkone svojich povinností musia oboznámiť s príslušnými údajmi (princíp "potreba vedieť"). Prístupové povolenia musia byť presne a úplne definované a zdokumentované.
3. Ak je to možné, prenos údajov prostredníctvom verejných sietí sa zašifruje. Šifrovanie musí byť povinné, ak to vyžaduje ochrana osobných údajov.
4. Osobné údaje zozbierané na rôzne účely sa spracujú osobitne.
5. Údržbové práce na systémoch alebo telekomunikačných zariadeniach vykonávané externými poskytovateľmi služieb budú pod dohľadom. Okrem toho je potrebné zabezpečiť, aby poskytovatelia služieb nemali bez povolenia prístup k osobným údajom. Prístup vzdialenej údržby sa poskytuje iba v jednotlivých prípadoch a musí sa riadiť zásadou prideľovania minimálnych práv. Ak to je možné, mali by sa zaznamenávať činnosti diaľkovej údržby.
6. Dokumenty s dôverným obsahom alebo osobnými údajmi sa zlikvidujú v kontajneri na likvidáciu údajov alebo v sklade, ktorý je na tento účel určený. Ak takéto dokumenty už nie sú potrebné, musia sa okamžite zlikvidovať vyššie uvedenými prostriedkami.
7. Je potrebné zabezpečiť, aby dokumenty a nosiče údajov s citlivými informáciami a osobnými údajmi neboli voľne prístupné neoprávneným osobám, napr. na stole, vedľa tlačiarne alebo v kopírovacom zariadení. Takéto doklady musia byť bezpečne uložené (stôl alebo skrinka, najlepšie uzamknuté) alebo spoľahlivo zničené.

**§ 16**

# Upozornenie na porušenie ochrany osobných údajov

1. V prípade podozrenia z krádeže hardvéru a/alebo softvéru, neoprávneného prístupu k osobným údajom, sabotáže atď., Tajomník Klubu musí byť okamžite informovaný.
2. Splnenie akejkoľvek povinnosti poskytovať informácie dotknutým stranám alebo orgánom dohľadu vykonáva výlučne Tajomník Klubu.

**§ 17**

# Dôsledky porušenia ochrany osobných údajov

1. Nedbalé alebo dokonca úmyselné porušenie tejto smernice môže viesť k občianskoprávnym dôsledkom a sankciám. Trestné sankcie a občianskoprávne dôsledky, ako sú škody, nie sú predchádzajúcou vetou vylúčené.

**§ 18**

# Aktualizácia Pravidiel

1. V kontexte ďalšieho vývoja právnych predpisov o ochrane osobných údajov a technologických alebo organizačných zmien, sa Pravidlá pravidelne prehodnocujú s cieľom ich prispôsobenia alebo doplnenia.
2. Tieto Pravidlá je možné meniť a dopĺňať len novým znením Pravidiel.
3. Nové znenie Pravidiel je právne záväzné až jeho schválením zo strany štatutárneho orgánu Klubu.

**§ 19**

**Platnosť a účinnosť Pravidiel**

1. Pravidlá nadobúdajú platnosť a účinnosť dňom 25.05.2018.